
Privacy
without any
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a tool set
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Browser:
permissions
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Browser:
private mode
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what it does not hide

www.letzshop.lu

www.google.lu

www.youtube.com www.guichet.lu

www.rtl.lu

tracks on 
the network



what it does not hide tracks on 
the servers



private mode covers up:
✔ all tracks on the local computer

❌ no tracks on the web servers

❌ no tracks on the network (e.g. employer)

→ use Tor browser instead



blocks known trackers
in private mode



3
Browser:
extensions



https://chrome.google.com/webstore/

https://addons.mozilla.org/



uBlock Origin
• Blocks ads (in a privacy friendly way)





Privacy badger
• Blocks privacy-sensitive ads
• Blocks trackers (e.g. social media)
• Blocks advanced tracking techniques 

(“supercookies”, fingerprinting)
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NoScript
• Blocks untrusted scripts





HTTPS everywhere
• Enforces HTTPS instead of HTTP
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4
Mail/document
encryption



https://www.pep.security
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https://cryptomator.org
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5
Sandbox



“Private mode for Windows”



Sandbox

e-mail

files

calendar

photos

contacts

no access

→ test suspicious files
→ run privacy-infringing apps



How to install



www.bee-secure.lu

steve.muller@eco.etat.lu


